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With the upcoming rise of quantum computers, most commonly used cryptography schemes
in daytoday communications will in time turn insecure. One way to preserve security is the
development of quantum key distribution (QKD) and deployment of QKDsystems in large
networks. For that, robust and scalable systems are needed.

We contribute to that goal with the construction and extension of a starshaped QKD net
work utilizing the entanglement based BBM92 protocol. Adapting to the needs of a metropoli
tan network, we followed a fiberbased approach and chose time and phase as the bases of
entanglement as opposed to polarization, which would be subject to varying birefringence in
the fibers, e.g. due to vibrations or thermal instabilities [1].

Here, we report on the progress in various aspects of our QKD network. Specifically, in this
contribution we address the scalability and cost of the system by simplifying the source setup,
reducing the number of necessary detectors per party by implementing detector time multi
plexing (DTM) [2] and physically separating two parties completing a key exchange including
error correction.
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